Sample Student
Palatine, IL 60067 | 847.123.4567
samplestudent@gmail.com  
www.linkedin.com/in/samplestudent 

INFORMATION SECURITY ANALYST

Detail-oriented self-starter with a passion for identifying and resolving cybersecurity risks. Solid foundation of cybersecurity theory, practices, methodologies, tools, and technologies. Familiar with cloud computing, ethical hacking, and digital forensics. Strong analytical, communication, interpersonal and problem-solving skills. Ability to work independently or in a team environment. 

CERTIFICATONS
CompTIA Security +										Expected June 20xx
Certified Cybersecurity (CC) – ISC								Expected June 20xx
Cisco Certified CyberOps Associate								Expected June 20xx

EDUCATION
Harper College, Palatine, IL 
Associate in Applied Science, Cybersecurity                                                              	Expected May 20xx
Phi Theta Kappa
GPA 3.86/4.0

Relevant Coursework
Linux Server Administration
Windows Server Administration
Cybersecurity Fundamentals
Enterprise and Network Security

Cloud Computing
Ethical Hacking and Penetration Testing
IT Project Management
Digital Forensics
SKILLS
Operating Systems: Windows, Linux
Programming Languages: Python
Microsoft Office: Word, Excel, PowerPoint

PROJECT  
Password Optimizer	January 20xx – May 20xx
Developed user-friendly interface available as both a web and desktop application and integrated reliable algorithms to accurately evaluate password strength. Objective was to promote cybersecurity awareness and enable users to safeguard accounts with strong, secure passwords.

EXPERIENCE
XYZ Company, Schaumburg, IL
Cybersecurity Analyst Intern	May 20xx – August 20xx
· Conducted vulnerability assessments and security audits to identify and mitigate potential risks.
· Participated in threat analysis and researched emerging cybersecurity threats to enact proactive security measures.
· Analyzed data and reviewed security logs for unusual activity and escalated findings to senior security team members.

Harper College, Palatine, IL 
IT Support Intern 	August 20xx – May 20xx
· Assisted in installation and configuration of security software across workstations.
· Performed routine vulnerability scans and helped patch identified security holes.
· Monitored network traffic for potential threats and escalated issues.
· Provided first-level technical support and resolved basic network security issues.


